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As its name implies, cybersecurity endeavors to “secure” computers, networks, programs, and data in 
order to prevent unauthorized access.

Data stored by companies and individuals alike is often sensitive in nature, including everything from 
passwords to payment information. Should sensitive information be compromised in a data breach, the 
consequences of such cybercrime can prove costly.

Total financial losses from cybercrime have increased 281% over the past five years to $10.3 billion in 
2022 alone according to a report assembled by the Federal Bureau of Investigation (FBI).1

A data breach is an incident in which sensitive or confidential information is copied, transmitted or stolen 
by an unauthorized entity. Breaches can occur as a result of malware attacks, fraud, insider leaks, or 
unintended disclosure.

The targets of such attacks are often personally identifiable information (PII), intellectual property, cor-

The Case for Cybersecurity

Defining Data Breaches

Our ETFs About Contacts Insights Interviews

https://themesetfs.com/etfs/
https://themesetfs.com/about/
https://themesetfs.com/contact-us/
https://themesetfs.com/insights/
https://themesetfs.com/interviews/
https://www.facebook.com/ThemesETFs/
https://www.instagram.com/themesetfs/
https://www.linkedin.com/company/themesetfs
https://x.com/ThemesETFs
https://www.youtube.com/@ThemesETFs


themesetfs.com

Our ETFs About Contacts Insights Interviews

porate data, or government agency data.

Every year, data breaches cost businesses billions of dollars; they also erode both consumer trust and 
retention. With an increasing reliance on technology and data stored online, data breaches have become 
an omnipresent threat to individuals, companies, and government agencies.

As technology and the cybercriminals that wield it become ever more sophisticated, companies have had 
to significantly increase their investments in cybersecurity infrastructure to thwart them.

91% of business leaders believe a “catastrophic cyber event” is likely and are actively taking measures to 
increase their cybersecurity capabilities.2

As a result, companies continue to drive demand for ever greater digital security, with $101.5 billion in 
projected spending by 2025 according to economic estimates and consultancy forecasts.3

Our Cybersecurity ETF (SPAM) seeks to track the Solactive Cybersecurity Index (SOCYBERN), which 
identifies the largest 35 companies by market capitalization in digital security software.

SPAM seeks to provide investment results that correspond generally to the price and yield performance, 
before fees and expenses, of the SOCYBERN Index.

Investments in Innovation

1 Source: FBI Internet Crime Report as of 31 December 2023

2 Source: Gartner as of 31 December 2023

3 Source: McKinsey & Company as of 31 December 2023

ALPS Distributors, Inc (1290 Broadway, Suite 1000, Denver, Colorado 80203) is the distributor for the Themes ETFs Trust.

Investing involves risk, including the possible loss of principal. Cybersecurity Companies are subject to risks associated with additional reg-
ulatory oversight with regard to privacy/cybersecurity concerns. Declining or fluctuating subscription renewal rates for products/services or 
the loss or impairment of intellectual property rights could adversely affect profits. The investable universe of companies in which SPAM may 
invest may be limited. The Fund invests in securities of companies engaged in Information Technology, which can be affected by rapid prod-
uct obsolescence and intense industry competition. International investments may involve risk of capital loss from unfavorable fluctuation in 
currency values, from differences in generally accepted accounting principles or from social, economic or political instability in other nations. 
SPAM is non-diversified.

Shares of ETFs are bought and sold at market price (not NAV) and are not individually redeemed from the Fund. Brokerage commissions will 
reduce returns. The market price returns are based on the official closing price of an ETF share or, if the official closing price isn’t available, 
the midpoint between the national best bid and national best offer (“NBBO”) as of the time the ETF calculates current NAV per share, and do 
not represent the returns you would receive if you traded shares at other times. NAVs are calculated using prices as of 4:00 PM Eastern Time. 
Indices are unmanaged and do not include the effect of fees, expenses, or sales charges. One cannot invest directly in an index.

Carefully consider the funds’ investment objectives, risk factors, charges, and expenses before investing. This and additional information 
can be found in the funds’ summary or full prospectus, which may be obtained by calling 1-866-5Themes (1-866-584-3637) or by visiting 
themesetfs.com. Please read the prospectus carefully before investing.

Themes Management Company LLC serves as an adviser to the Themes ETFs Trust. The funds are distributed by ALPS Distributors, Inc (1290 
Broadway, Suite 1000, Denver, Colorado 80203). Solactive, STOXX and BITA have been licensed by Solactive AG, ISS STOXX, and BITA Gmbh, 
respectively, for use by Themes Management Company LLC. Themes ETFs are not sponsored, endorsed, issued, sold, or promoted by these 
entities, nor do these entities make any representations regarding the advisability of investing in the Themes ETFs. Neither ALPS Distributors, 
Inc, Themes Management Company LLC nor Themes ETFs are affiliated with these entities.
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